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***Research Methodology.*** *The research presented in the article has been carried out using such general scientific methods as: analysis, generalization, modelling, forecas­ting, comparison. Also, in the process of work, we have used practical tools, in particular, the following methods: analytical-typological method; comparative method; structural and problem-thematic; theoretical method.*

*Specifically, for analysing the processes of managing Internet technologies in mo­dern hybrid wars, the methods of analysis, generalization and comparison, as well as the basic method of historiographical analysis have been used. Analysing the state of modern technology management information processes in modern information and hyb­rid wars such general scientific methods have been applied, such as analysis, generali­zation, comparison. In the applied aspect, methods of analytical-typological, compara­tive, structural and problem-thematic, as well as theoretical, have been used. In order to determine the possibilities and prospects of using information management tools in modern hybrid wars, general-scientific methods of analysis, modelling, forecasting have been used, and structural and problem-thematic ones have been used at the applied level.*

***Results.*** *The research presented in the article revealed the content and essence of modern hybrid wars and the importance of these processes in social online networks. In the format of the presented problems, online tools and practical examples of their application in hybrid wars have been presented, in particular in the Russian-Ukrainian information confrontation.*

***Novelty.*** *Analysing the current situation and the general course of events within the Russian-Ukrainian hybrid conflict, innovative approaches have been proposed based on the principles of standardizing information processes in social online networks. In particular, it is necessary to combine offline and online tools and web 3.0 web technologies logically.*

***Practical Significance.*** *The results of the research and the general recommendations given in the article are important for further improvement of the tools of planning and implementation of information processes in the framework of information and psychological conflicts in the online network environment. In particular, innovative approaches and the improvement of information and communication process management methods will become an important part of Ukraine’s information security system in the context of protection against foreign influences.*